— JTe

SSLVPN LA SSL (Secure Sockets Layer, 4847 =) NFEAHR LR ) 2 4 RS .
F Pl it BB, A SSL PSS Iz i ) SSL VPN I DG ST 22 A IR, [RIIN SSL VPN [
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W P AEESE: P A/EEAE. EBGE. P4/ ANE B A A WGE.
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WIES B8 TH3) 2% 22 28 BALH], X SSLVPN P SR AHAGE DA RS 2R, i 946
ZATNRE . AAA T LB 2 R SRS, X S b SOE T B8 5 M 253 IR e 4 38 i
58 HAT#% 3 FF RADIUS (Remote Authentication Dial-In User Service, IZEFEIAIETL 5 I/
AR%%) . HWTACACS (HW Terminal Access Controller Access Control System, HW Z&¥iiJ7 1]
P B RGP LDAP (Lightweight Directory Access Protocol, &2% H 3% 1) A
PO B ARSI ZEPHA SSLVPN 454 RADIUS AR S5 25 AT AIE R AL K HEHE A0 B8
RADIUS J&—Fh A7 zUi . % 7 3/ IR S5 2 S5 M BB B AZ B WML, BEORY I ZS A2 RIZAL
VIR0, A BR B R m e . SCRR VI R ] R & A X 2% R85 v . RADIUS
PHA I T VAERZ RS FE, B5E LT RADIUS [ SO 30 LT BARS B, IR e fE
1 UDP {1 Jy 33 RADIUS R SCHIAE %2 M, UDP Ui 1 1812, 1813 2l AINIE/ AL 1
v 1
RADIUS )T 15 2 2 7 i/ AR 95 23R K
® K [Uifi: RADIUS 7% i — AL T NAS b, AT LLEAEEAMLS, G5k P B E
R IE M) RADIUS 252, SR G A I 25 23R [ A5 BdEAT MR AR (e 52 /4R 46 - 4
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® JR5-4%: RADIUS fIRZ5 4% —MUSATTE O SEHLER AR -, 4E9F P i S (s BRI S
FORII M2 RSB, FTHIL NAS BORMIVIE. F8L T SRl SRIFIEATHE R 4k
B, K54 NAS IR RS (2 AE A IEIE R ). J34h, RADIUS fIR45 #5347 LA
PEN—MREE, L RADIUS 7% /i ) B+ 5 H B H) RADIUS AIEAR 523 EATilAE, 5t
¥ RADIUS VIERITH 2R 3. N BTz A, Microsoft Windows Server Z 451 2%
SN RS A% (NPS) AL —Fh i HIf RADIUS g5 ds-F & .
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THEAL T

F PR ARG R, 17 RADIUS 25 7 5ty &2 FH 44 A 6D

RADIUS 7 /i iR 4 SRHL I ;- 44 A1 351, 7] RADIUS IR 45 #% ROXIAIIETE KL (Access-
Request), JLATAEFRG/EIL =B YIIZ 5 N R MDS5 SikHEAT Inas AL 2.

RADIUS JiR 55 #s%] FH 7 44 A A HEATIAIE . B RAATERR S, RADIUS HiR5% 217 RADIUS &
J 3 BB NUERE 3 £ (Access-Accept ) s HIRVIEZRI, iR [F1IA TESE 4461 (Access-Reject) .
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RADIUS 7% AR B U B N UE S RN /AR 7 o R R vFH 78N, T RADIUS



(5)
(6)
(7)
(8)
(9)

% F Ui [n) RADIUS R 55 a8 K IETH P41 3K €L (Accounting-Request).
RADIUS Al %% 8% [ 1+ %% 4k B4 (Accounting-Response), FHFF-4f1t % .
FH P T4V i) /Y 2% B35 o

R WT iR

RADIUS %% ¥ [1] RADIUS Al 4528 K i TH 245 115 R L (Accounting-Request).

RADIUS Al %% 2% a1+ %% 45 SR B 40, (Accounting-Response), F{E 1kt %,

(10) I8 %0 HH P 45 R0 1) X 4% 55 R
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(3) MEEFIERFEAN P LS, BIEPS IP AN BE, 433N server1(1.1.1.1)F1 server2(2.2.2.2).
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. EARS PEENED SSLVPN-AC1 -
. vz EF S sslvpnpool - |
y FDNSEESSER X XXX
B =ma
EDNSIRSRE HAXX
FWINSBESSEE X XXX
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{EiEEE 30 # (0-600)
IPEENEEIR
[OF =S hiill =3
Emil= FREE #h =3 wiE
serverl 1.1.11 32 a2 s,
server2 2222 32 ax 4
ik Tk i

(4) BIEHARIFEHALZ N pgl A pg2, pgl A serverl, pg2 M server2.

R @ X
B zams
iR
. NE=izzs @FE SEE XBER Sows | ERs
EREER wE  AE
Pukss
pal | P

pg2 D 4

(5) BUZFHAS SSLVPN H 7 alice #1 bob, 435 5<Hk SSL VPN 3RH&ZH pgl A1 pg2.
I

@ srz il =7 NI =T i
LISEAEHAMIBS BRIRT FRFBHTIAL. BAUNITEN, FEEEE LRIMENKNEAEE.

BR& Tk BAERA AR
alice system SSLVPN
bob system SSLVPN

(6) JHBUERS K IR AN IFHEAT TR S, LU alice B, 485 B mT LAIE % 7 1]

serverl (1.1.1.1), {HAREV A server2 (2.2.2.2).
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U ARAHE A EFI AL LR R, 15 R 400 PR BEAT b3
2, T RADIUS REBREEHIE
HOR A AT A BCIR TG vl f S, i FEEAT RADIUS FAAH DG HC B AR 75
HAG1FHHIA RADIUS Wi fHI 45 B2 /2 75 HaE, 7] DAZER; K8 b ping RADIUS AR 5545 2
WA L1 I 28 A5 AT . R BT ], SR 5 RADIUS Hihik 192.168.56.102.

(P R R =1/1/1/0 T

Copyright® 2004-2017 ST SRR EIRAT RINATS, RE—DHF

UK ping ARTIE,  JeHEE — B I 2 43R 2 S A (1 e B 75 1R 1
& ZAENMIIECE: HATEMAMNMKEE DTN T Za.
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o LETINNINCE: A AN 2 A 8] ) 4 A SR T 15 TR0

LM

wa wepEse O B =i =a=E
EEEEESETECE EE IIT AREBAERERETESE BE 13T ARER.
& Eee. Hpesm =28 D =it Fe Bt Bs LS e mEE.  Sen. RE @it =W Ee
tPvd a Any Any Any Any e

a0 LR, A% 2 TBOE SR, Tt AN AR AE 22 42 SRS BT (K 1) . 4 SR B 1) 22
ERMICE A H R 2%, AT ping TSR AT BT L.

4 :  debugging security-policy packet ip acl XXXX Cacl 22135 X3 [ BH 4HH1 1))

<H3C>debugging security-policy packet ip acl 3999

This command is CPU intensive and might affect ongoing services. Are you sure you want to
continue? [Y/N]:Y

<H3C>terminal monitor

The current terminal is enabled to display logs.

<H3C>terminal debugging

The current terminal is enabled to display debugging logs.

(1) WSV SR LT The packet is denied, 1 W A 2 4 45 SR HEAT T BB, 75
LA A — T RIS IACE . T B KB 2 2 SR AR, A SCAT TR0 A . i
IR RN B A 5, w7 B S By I 0 iy v 1) 2 DL K. RADIUS IR 55 4
FETBAFE R T

(2) UNSRBERKIEERA A, W LB SSL VPN [RAE T sSUB BCN CL & L B 411 RADIUS A
EJT . W R B A6, 78 Web FTHATECE, W1 F7E “M2%->SSL VPN->1j i SE45)->
Ry ) SAF) el ISP IEIR ] 15 & O DA FL B 47 1Y) RADIUS INIEJT %8, TERLSEIN R
B, JiEAFA “RADIUS”.
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(3) 4R RADIUS IAUEAH IR IR ST AFAE ), 135 #4118 T 1 A 20 BREAT HE

3, R RADIUS REFBBRESRBIEH
RADIUS 77 & 1 4% i 55 48 (IR 45 Cactive s block) iR 1 BE# [ WA IR 55 38 25 16175 SR 1S,

DL R 4% 7E 5 20 RS B AS P BT B R, e i 5 55 A — MR 5 AT 2 HL . FESEBR

MFARETH, WHEE N RADIUS RS 28 F1Z A RADIUS %538, MRS 21 3 i
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U R e R BRSO active [RS8 R IZIETE R, 24 RADIUS IR%5 2% f /- Th REAL

TORHPIRZSI, e b 32 RSS2 i D) 338 A DA T

® Y LRFAVIREN active I, WA ELZRE LIRFAEE, & BMSHEATL, M
HE M 55 25 R TG B 508 J I AR IR A HRARAS  active I MIRSS 2 . RELAFLEAIRZS N active
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UERAEAIEE AR IR T 48T IEAEAE A A o5 6, I BEAAE Sz IR S5 ds il 5 I /e, K
SR F IR S5 A AR IR B HRARZS T active RS 4 IF 5 2 #EATEE .
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MBI AR A o RENER S5 25 AR AS R active 1B5CH block B, #1% k453551 H T RADIUS
JIR S5 B R, U PO IR 95 2 AR T BE s [ FEVER S5 28 HARZS H block 58
BN active B, #HiZMRSS A5 T > CAELER RADIUS R %% SRERMIREAR, 0 5 X %
JR 55 2RI PRI Th BE o

BAATENL T, WRAEIE T 1P Mk % RADIUS MRS # MRS E N active, INNATH
IR 55 4% 0 4k T IEH TARIRZS, (BA L1550 N ) Al 7 2l LR A& Lo
RADIUS AR 5585 K 4 HIRAS o B, CURNIEAR S5 s ih, Dt i 2 A 93 active TIHEAT

B, RN RAZ RS SRS T L E Y block.

BB IS5 BIRS AR AERC B AR, nlIERE AR Web FHEEATER, WINAE “Xt

% ->F P> EE HL->RADIUS->E 1 RADIUS /7”7 B FH WIFARS SR .
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EBRADIUSHE @X
SATFRS
BES
iz X W
VRF P IPHEE #0 === b g
A IPHBhE 192.168.56.102 1812 izE- -
EHESE
DFE X B
VRF TP IpitaiE 0 ES # R
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A IPitBiE 3.3.3.3 1812 ==
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e et v
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A] ATE Web FHIHEHTRECE, 40 F7E “ X % ->H P ->IIEE #->RADIUS-> RADIUS 77 &->1&
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W2 HEAT IR R AIEAL BE, 5 W B B3R AR 0. W A& RADIUS R ICHT, A4 LN Y
AT AU 1P Mk
(1) 4nTATE Y RADIUS 77 28 L & (¥ % RADIUS #RSC A8 F IRV 1P ik
(2) HRHE =T AR S5 42 P& Y VPN B4R R G Rl RADIUS nas-ip il e & A FA M
Yk, T2 I IR 55 4 U LR A 4R 1% o4 T B AR R s
(3) JEILEE AR BN K Ik RADIUS $RSCH H % 1 b

WIER BT K35 F] RADIUS RS54 2 IR (PR #5117 NAT, KB k3% ¥ RADIUS i ST H
HEERAE T, {HE RADIUS A4S 2% L% B Y RADIUS % /7 Sk A% IH 2 B e pir iy ik, B4
UEHR L2 4 RADIUS 4548 5%, HASHALFIR IR, 41 N ik 5% EAUELRT RADIUS i
SCHEHAE Y 6.6.6.6, H Il 192.168.56.102;

[ [radius

Ho. Time Source Destination Protocol Identification Info
40 1970-01-@1 02:02:17.588745 6.6.6.6 192.168.56.102 RADIUS @x@a4f (2639) Access-Request 1d=85

|: 44 1970-01-81 02:02:21.121006 6.6.6.6 192.168.56.102 RADIUS @x@aS1 (2641) Access-Request id=85, Duplicate Request
45 1970-01-01 02:02:24.120035 6.6.6.6 192.168.56.102 RADIUS ©x@a52 (2642) Access-Request id=85, Duplicate Request

{HJETE RADIUS %5 2% EANELSRE, AHFIFHRSC Identification FBAHIR], JRHbhE L&A

A% 7 192.168.56.1.

[A]xadius

No. Time Source Destination Protocol Identification Info
12020-09-09 08:02:31.063374 192.168.56.1 192.168.56.102 RADIUS @x@a4f (2639) Access-Request id=85

[ 2 2020-89-09 08:02:34.595644 192.168.56.1 192.168.56.102 RADIUS @x0a51 (2641) Access-Request id=85, Duplicate Request
5 2020-89-09 08:02:37.594687 192.168.56.1 192.168.56.102 RADIUS @x@a52 (2642) Access-Request id=85, Duplicate Request
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> Internet Protocol Version 4, Src: 6.6.6.6, Dst: 192.168.56.182
> User Datagram Protocol, Src Port: 60097, Dst Port: 1812
v RADIUS Protocol
| Code: Access-Request (1) |
Packet identifier: @x55 (85)
Length: 225
| Authenticator: 2dl14l1feec/ad32775ec1f2dbb42b@db9
v Attribute Value Pairs
> AVP: t=User-Name(1l) 1=5 val=bob
> AVP: t=User-Password(2) 1=18 val=Encrypted
> MWP: t=Service-Type(6) 1=6 val=Framed(2)
> AVP: t=NAS-Identifier(32) 1=5 val=H3C
> AVP: t=Calling-Station-Id(31) 1=19 val=02-80-4c-4f-4f-50
» AVP: t=Acct-Session-Id(44) 1=40 val=00000011202009091602240000000308180161
» AWP: t=Vendor-Specific(26) 1=30@ vnd=H3C(25506)
>
>
>
»
>

AVP: t=Framed-IP-Address(8) 1=6 val=6.6.6.7
AVP: t=Vendor-Specific(26) 1=33 vnd=H3C(255@6)
AVP: t=NAS-TP-Address(4) 1=6 val=6.6.6.6

AVP: t=Vendor-Specific(26) 1=25 vnd=H3C(255@6)
AVP: t=Vendor-Specific(26) 1=12 vnd=H3C(25506)

FEN, BT RN A R 2 B AR RN BT, (£ RADIUS A& S A2 A

W) P AL 2 2 0 F P B AT TN . RADIUS IR %% #5 SCRE 2 Bl RINIER ', il

PAP (Password Authentication Protocol, % fiAiEHriY ). CHAP (Challenge Handshake
Authentication Protocol, Jii #j#2FINIEHMY) LA EAP (Extensible Authentication Protocol,
AT AE B0
e

) EfEA) EE(V) BEH)
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v ] RADIUS EFEMRESE

a2 RE

[ e i e
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. iépfg% g ik Ei T AEBIHAIARL 1S A0 AR
- mEE ] B 28I
| BTEAFER Windows BHIE ‘ o] Bit B
s Bt THE (0
Ef - WRRETIE @ e
S | (B B )
- z R LA RS HRTE
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EHpRTIEPRE] EHE 00:00-24:00 EHf— 00:00-24:00 EHI 00:0 i crosoft HEERISIRISTENRE 2 ME-CHAE—2) (7
APE TSR )
Dl crosoft WERISARE (5-Ci0e) (1)
FFE L S SRR ()
MBS RRT o) )
B - MR TR DRI AR (ra2 s SPAP) (S)
Y = DA AT B R mE AW -
#

e

AR Ik R B A R B o, [N S AL SR A AR 7 AR :  RespOnseAuth=

MD5(Code+ID+Length+RequestAuth+ Attributes+Secret), [F] N 45 i) ith 2 Xt AN 04 .38 47 MD5

SRR 16 TR, B IEOig k55 45 A 81

AR

EHANKT, RADIUS 2 K1% reject TEZ4H SC, RADIUS & /7 i 2 PR L R IESKR IR,

AR, RADIUS HRS #eEr XHE— kiR, #a bl —AMEL .

o o



[N zadins

Ha. Tine Source Destination Frotocol Info
548 1970-01-01 02:16:10.279012 6.6.6.6 192.168.56.102 RADIUS Access-Request id=212
549 1970-01-01 02:16:10.280277 192.168.56.102 6.6.6.6 RADIUS Access-Reject id=212
551 1970-01-01 02:16:13.319173 6.6.6.6 192.168.56.102 RADIUS Access-Request id=212, Duplicate Request
552 1970-01-01 02:16:13.321461 192.168.56.102 6.6.6.6 RADIUS Access-Reject id=212, Duplicate Response
553 1970-01-01 ©2:16:16.318874 6.6.6.6 192.168.56.1082 RADIUS Access-Request id=212, Duplicate Request
554 1970-01-01 02:16:16.320448 192.168.56.102 6.6.6.6 RADIUS Access-Reject id=212, Duplicate Response
<
> Frame 549: 62 bytes on wire (496 bits), 62 bytes captured (496 bits)
» Ethernet II, Src: 02:00:4c:4f:4f:50 (02:00:4c:4f:4f:50), Dst: 50:bb:71:90:01:05 (50:bb:71:90:01:05)
> Internet Protocol Version 4, Src: 192.168.56.102, Dst: 6.6.6.6
> User Datagram Protocol, Src Port: 1812, Dst Port: 60097
~ RADIUS Protocol
Code: Access-Reject (3)
Packet identifier: 6xd4 (212)
Length: 2@
Authenticator: a2bf7f@c3928d6b5a0d7bb2f9ed8a889
[This is a response to a request in frame 548]
[Time from request: ©.801265000 seconds]

[F]H debugging RADIUS error 2 “Invalid packet authenticator” 4t

*Sep 9 16:17:31:819 2020 H3C RADIUS/7/ERROR: —Context=1;
Reply packet: Invalid packet authenticator.

*Sep 9 16:17:31:819 2020 H3C RADIUS/7/ERROR: —Context=1;
The reply packet is invalid.

*Sep 9 16:17:34:961 2020 H3C RADIUS/7/ERROR: —Context=1;
Reply packet: Invalid packet authenticator.

*Sep 9 16:17:34:962 2020 H3C RADIUS/7/ERROR: —Context=1;
The reply packet is invalid.

*Sep 9 16:17:37:963 2020 H3C RADIUS/7/ERROR: —Context=1;
Reply packet: Invalid packet authenticator.

*Sep 9 16:17:37:963 2020 H3C RADIUS/7/ERROR: —Context=1;
The reply packet is invalid.
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RADIUS Ali%% 2%

N [zadius

Ho. Tine Source
I 40 1970-01-01 ©2:34:59.237741 6.6.6.6
41 197@-01-01 82:34:59.239147 192.168.56.102

Destination
192.168.56.102
6.6.6.6

Frotocel Info
RADIUS Access-Request id=175
RADIUS Access-Reject id=175

Frame 40: 269 bytes on wire (2152 bits), 269 bytes captured (2152 bits)

Internet Protocol Version 4, Src: 6.6.6.6, Dst: 192.168.56.102
User Datagram Protocol, Src Port: 60097, Dst Port: 1812
RADIUS Protocol

[ Code: Access-Request (1) |

Packet identifier: @xaf (175)

Length: 227

Authenticator: 90761f41e2b44b@eda6cf759f76d7045

The response to this request is in frame 41

Attribute Value Pairs

AVP: t=User-Name(1l) 1=7 val=alice |

AVP: t=User-Password(2) 1=18 val=Encrypted

AVP: t=Service-Type(6) 1=6 val=Framed(2)

AVP: t=NAS-Identifier(32) 1=5 val=H3C

AVP: t=Calling-Station-Id(31) 1=19 val=02-00-4c-4f-4f-50

v vy

— 8

AVP: t=Vendor-Specific(26) 1=30 vnd=H3C(2550@6)
AVP: t=Framed-IP-Address(8) 1=6 val=6.6.6.7
AVP: t=Vendor-Specific(26) 1=33 vnd=H3C(25506)
AVP: t=NAS-IP-Address(4) 1=6 val=6.6.6.6

AVP: t=Vendor-Specific(26) 1=25 vnd=H3C(25506)
AVP: t=Vendor-Specific(26) 1=12 vnd=H3C(25506)

>
>
>
>
>
>
>
>
>
>
>
>

AVP: t=Acct-Session-Id(44) 1=40 val=00000011202609091635040000000e08100161

Ethernet II, Src: 50:bb:71:90:01:05 (50:bb:71:90:01:05), Dst: ©2:08:4c:Af:4F:50 (02:00:4c:4f:4F:50)

[, 7E debugging RADIUS all 7] LA 3 resultCode A 1 HIFTEIE B,



*Sep 9 16:31:13:493 2020 H3C RADIUS/7/EVENT: —Context=1;

Received reply packet successfully.

*Sep 9 16:31:13:493 2020 H3C RADIUS/7/EVENT: —Context=1;

Found request context, dstIP: 192.168.56.102, dstPort: 1812, VPN instance: ——
(public), socketFd: 48, pktID: 207

*Sep 9 16:31:13:493 2020 H3C RADIUS/7/EVENT: —Context=1;

The reply packet is valid.

*Sep 9 16:31:13:493 2020 H3C RADIUS/7/EVENT: —Context=1;

Decoded reply packet successfully.

*#Sep 9 16:31:13:493 2020 H3C RADIUS/7/PACKET: —Context=1;

03 cf 00 14 56 94 a9 a0 b9 c4 b4 2¢ d2 49 Ob 06

04 29 7b 55

*Sep 9 16:31:13:493 2020 H3C RADIUS/7/EVENT: —Context=1;

Sent reply message successfully

*Sep 9 16:31:13:493 2020 H3C RADIUS/7/EVENT: —Context=1;

PAM_RADIUS: Processing RADIUS authentication.

*Sep 9 16:31:13:493 2020 H3C RADIUS/7/EVENT: —Context=1;

PAM RADIUS: Fetched authentication reply—data successfully, resultCode: 1
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[ Tvpe | Length [ Vendor-Id
fot—t—t—F—t—t—t—F—F -ttt —F—F -t —F—F —F —F—t—F —F —F —F—F -t —F —F —+ —+ —+
Vendor-Id (cont) | Vendor type | Vendor length |

v S O T S T S Sp S RS ST
[ Attribute-Specific...
A S S S

3R Vendor-1d ZEX A A 2011, [FI Vendor type “FEXHI{E N 140, Atrribute “ZEX FI{E
NER R 4410 hangzhou (FEEEZE SSL VPN W 2% EAIEAN T & 4144 AH [E G P

M. T2 — MR, ZIROCh E T AR 444 9 hangzhou.



[ [radius

To. Tine Source Destination Protocol Response time  Info

I 9 2020-09-07 12:29:59.796444 192.168.56.1 192.168.56.102 RADIUS Access-Request id=17@
10 2020-09-87 12:29:59.798495 192.168.56.102 192.168.56.1 RADIUS Access-Accept 1d=178
11 2020-09-07 12:29:59.800069 192.168.56.1 192.168.56.102 RADIUS Accounting-Request id=172
12 2020-09-07 12:29:59.801053 192.168.56.102 192.168.56.1 RADIUS Accounting-Response id=172
13 2020-09-07 12:29:59.999380 192.168.56.1 192.168.56.102 RADIUS Accounting-Request id=173
14 2020-09-07 12:30:00.000011 192.168.56.102 192.168.56.1 RADIUS Accounting-Response id=173

<

> Frame 10: 154 bytes on wire (1232 bits), 154 bytes captured (1232 bits) on interface \Device\NPF_{BAB5B9C1-FDFF-AADE-875E-7F32601884D1}, id @

> Ethernet IT, Src: PcsCompu_d3:ed:20 (08:00:27:d3:ed:20), Dst: 0a:00:27:00:00:12 (0a:00:27:00:00:12)

> Internet Protocol Version 4, Src: 192.168.56.102, Dst: 192.168.56.1

> User Datagram Protocol, Src Port: 1812, Dst Port: 62857

¥ RADIUS Protocol

Code: Access-Accept (2)

Packet identifier: @xaa (170)

Length: 112

Authenticator: 5a51156465be96ebd4a567acee977a83

[This is a response to a request in frame 9]

[Time from request: ©.002051000 seconds]

Attribute Value Pairs

~ AVP: t=Vendor-Specific(26) 1=16 vnd=HUAWEI Technology Co.,Ltd(2611)
Type: 26

Length: 16

Vendor ID: HUAWEI Technology Co.,Ltd (2011)
v VSA: t=Huawei-HTTP-Redirect-URL(140) 1=10 val=hangzhou

Type: 140

Length: 1@

Huawei-HTTP-Redirect-URL: hangzhou |

AVP: t=Service-Type(6) 1=6 val=Framed(2)

AVP: t=Class(25) 1=46 val=be9d 13700010200c0a8: 2£26...
AVP: t=Vendor-Specific(26) 1=12 vnd=Microsoft(311)

AVP: t=Vendor-Specific(26) 1=12 vnd=Microsoft(311)

<
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